
PARENT ONLINE SAFETY
A ready to use Presentation for Schools, Community Groups and Youth Centres



This presentation brings 
together:

ÅKey Findings from:
ÅChildren and parents: Media Use and Attitudes report 

Å/ƘƛƭŘǊŜƴΩǎ hƴƭƛƴŜ ¦ǎŜǊ !ƎŜǎ нлно vǳŀƴǘƛǘŀǘƛǾŜ wŜǎŜŀǊŎƘ {ǘǳŘȅ

Å/ƘƛƭŘǊŜƴΩǎ aŜŘƛŀ [ƛǾŜǎΥ ¸ŜŀǊ мл ŦƛƴŘƛƴƎǎ ς19 April 2024 

ÅRevealing-Reality Anti-social Media Report 2023

Å Internet Watch Foundation Annual Report 2023

Å9ǾƛŘŜƴŎŜ ƻƴ ǇƻǊƴƻƎǊŀǇƘȅΩǎ ƛƴŦƭǳŜƴŎŜ ƻƴ ƘŀǊƳŦǳƭ ǎŜȄǳŀƭ ōŜƘŀǾƛƻǳǊ ŀƳƻƴƎ 
children Report 2023

ÅSuggested Resources and Tips for Staff to help Parents/Carers: 
Åkeep up with the latest trends, apps and games
Åmanage controls and settings

Åtalk to children about risk

https://www.ofcom.org.uk/research-and-data/media-literacy-research/childrens/children-and-parents-media-use-and-attitudes-report-2024
https://www.ofcom.org.uk/__data/assets/pdf_file/0025/283048/Childrens-Media-Literacy-Report-2024.pdf
https://revealingreality.co.uk/wp-content/uploads/2023/06/Revealing-Reality_Anti-social-Media_06-06-23.pdf
https://www.iwf.org.uk/annual-report-2023/
https://www.childrenscommissioner.gov.uk/resource/pornography-and-harmful-sexual-behaviour/
https://www.iwf.org.uk/annual-report-2023/


TALKING TO YOUR CHILD 
ABOUT LIFE ONLINE 



What are you most WORRIEDabout when your child is ONLINE?



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Summary of parental concerns (3 ς17 yr-olds)



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Younger children are more likely to tell someone if they see something worrying or nasty online:
Å Two-thirds of 8-11-year-olds say that they would always tell someone (66%) 
Å Almost half of 12-15s and 16- 17s (49% and 45% respectively). 

Are you CONFIDENTto TALK TO YOUR CHILD?
Is your child confident to TALK TO YOU?

WHAT WOULD YOU DO?
Are there any areas you 

would not feel confident or 
comfortable to discuss?



¸h¦ ŘƻƴΩǘ ƴŜŜŘ ǘƻ ōŜ ŀƴ 
EXPERT Χ ōŜ ŀ PARENT

ÅLǘΩǎ ȅƻǳǊ ŎƘƻƛŎŜ -5ƻƴΩǘ ƭŜǘ ƻǘƘŜǊǎ ŘƛŎǘŀǘŜ ǿƘŜƴ ǘƘŜ ǊƛƎƘǘ ǘƛƳŜ ƛǎ to use tech. 

ÅStay involved ςmake time to communicate, talk about what they are 
doing. What do they enjoy? What makes them laugh? 

Å5ƻƴΩǘ ǉǳƛȊ ǘƘŜƳ ςhave regular conversations. What's their favourite app? 
What is the best site to learn new things from?

ÅJoin in - watch them play a game and join in. Who are they playing with? 
Do they know the other players?

ÅΨ{Ƙƻǿ ƳŜ ƘƻǿΧΩ ςask their advice to help you with your privacy settings, 
who you should add as a friend, are there any risks?

ÅLead by example - children learn as much from watching as they do from 
being told not to do something, so modelgood behaviour

ÅReassure them - tell them that they won't get in trouble and that you are 
always there to help.



parentsafe.lgfl.net



Find conversation starters, story time ideas and  top tips to 
reinforce key safety messages at parentsafe.lgfl.net

https://www.lgfl.net/online-safety/resource-centre?s=16


DEVICE USE AND 
OWNERSHIP



HOW MUCH DO YOU KNOW aboutȅƻǳǊ ŎƘƛƭŘΩǎ ƭƛŦŜ ƻƴƭƛƴŜΚ 

Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Almost all children (96%) aged 3 ς17 went online in 2023, highlighting the centrality 
of the internet in their lives:

ÅYounger children commonly use tablets to go online
ÅOlder children are more likely to use mobile phones



Does your child have their OWN MOBILE PHONE?If so, is 
it a SMART PHONE?

What AGEdo you think is appropriate? 

Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(



ÅNO internet access
ÅSome games
ÅAnytime phone calls and texts
ÅLimited parental controls

SMARTPHONE or ΨbhbΩ-SMART / BRICK phone?

Å Internet access
ÅSocial media, apps and 

games
ÅNotifications 
ÅAnytime connection
ÅParental controls

REMEMBER ITôS YOUR CHOICE 
Every child and situation is unique,

and you are  best placed to know their needs



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Å By age 11, nine in ten children own their own mobile phone, distinct from using a family device
Å This correlates with transition from primary to secondary school. 



To help you with the 
transition of pupils from 
primary to secondary, 
why not download our 
FREE Leaflet for parents:
Å understanding risk

Å using tech for good

Å healthy habits and tips

Å when best to get a phone 

https://drive.google.com/uc?export=download&id=1-E_5IiDOfw3EQBPQgbGe9f2Qy3T7o_ny


SUPERVISION AND 
PARENTAL CONTROLS



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

What RULESdo YOU SET about being online?

While parental concerns in some areas have increased considerably, 
their enforcement of rules appears to be diminishing, partly 
because of resignationabout their ability to intervene in their 
ŎƘƛƭŘǊŜƴΩǎ ƻƴƭƛƴŜ ƭƛǾŜǎΦ

Types of websites and apps they can use (41%)



Why not have a family agreement to: 

Å clarify what is allowed...or not

Å establishground rules like no phones at 
the table or in the bedroom at night-time

Å agreeshared expectations to reduce 
arguments and keep everyone safe & 
healthy

Download it at parentsafe.lgfl.net/digital-family-agreement

https://parentsafe.lgfl.net/digital-family-agreement


parentsafe.lgfl.net



²ƘŀǘΩǎ ǿǊƻƴƎ ǿƛǘƘ SHARENTING?
(when parents share photos of their children online)

ÅIdentity theft 

ÅPermanence of digital content

ÅLosing control of images 

ÅExposure to child predators

ÅCreates their childrenôs digital footprints before they are old enough to 

consent to it



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Do you SUPERVISEȅƻǳǊ ŎƘƛƭŘΩǎ ƻƴƭƛƴŜ ŀŎǘƛǾƛǘȅΚ 
HOW?

UNDER 12
More likely to be nearby / regularly 
check what their child does online

(59%) 12 - 15
Ask their child about what they are 

doing online
(72%)

16 - 17
Ask their child about what they are 

doing online
(42%)



Have you set up parental CONTROLS/PRIVACY SETTINGS for
ALL DEVICESand NETWORKS?

ÅControls have to be set up on both the broadband connection 
ANDeach individual device

ÅThese do not come as standard ǎƻ ƛǘΩǎ ǿƻǊǘƘ ŎƘŜŎƪƛƴƎ

ÅThey are important because they allow you to:
ÅBlockandfilter upsetting or inappropriate content or sites

ÅPlan what time and how long your child can go online for



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

ΨL ǇǊŜŦŜǊ ǘƻ 
ǎǳǇŜǊǾƛǎŜ Ƴȅ ŎƘƛƭŘΩǎ 

online use by 
talking to them 

about setting rulesΩ
(39%)

ÅHigh awareness of technical control tools among parents, BUTmany are choosing not to use them

WHY DO YOU THINK THIS IS THE CASE?

ÅAround four in ten parents who know about content filters ǇǊŜŦŜǊ ǘƻ ǊŜƭȅ ƻƴ ǘƘŜƛǊ ŎƘƛƭŘΩǎ ŀōƛƭƛǘȅ to 
navigate online content rather than to have a technical filter



Visit www.internetmatters.org/parental-controls/ to find out how to set controls on devices:

http://www.internetmatters.org/parental-controls/


Visit parentsafe.lgfl.net/for additional advice and tips on settings and controls for all devices

Parental control apps likeGoogle Family Link, Screen TimeandMicrosoft Familycan let you 
set limits across devices, apps and platforms

https://parentsafe.lgfl.net/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/google-family-link/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/apple-iphone-and-ipad-parental-control-guide/
https://www.internetmatters.org/parental-controls/smartphones-and-other-devices/windows-11-parental-controls/


REMEMBER
ÅAs children get older, restrictions 

and controls you use will change, but 
only at a pace you feel is appropriate 
for your child, not pressure from your 
child άōŜŎŀǳǎŜ ŜǾŜǊȅƻƴŜ ŜƭǎŜ ƛǎ 
ŀƭƭƻǿŜŘέ

ÅContent filters are never 100% 
effective, at some point your child 
may come acrossinappropriate or 
upsetting content, so make time to 
talk regularly



SCREENTIME



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

WORRIEDabout their SCREENTIME??

Do you know HOW LONG YOUR CHILD SPENDS online daily?

Visit screentime.lgfl.netfor advice and tips to manage screentime

Å Children spent an average 3 hours 5 minutes 
per dayaccessing the internet, across 
smartphones, tablets and computers

Å Four in ten (39%) parents of children aged 3-
17 report finding ithard to control their 
ŎƘƛƭŘΩǎ ǎŎǊŜŜƴǘƛƳŜ

https://screentime.lgfl.net/


Visit parentsafe.lgfl.net/for advice and tips to manage screentime

https://parentsafe.lgfl.net/


Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

How does your child feel about YOUR SCREENTIME vs THEIRS?

45% of 8-11s  feel that 
ǘƘŜƛǊ ǇŀǊŜƴǘǎΩ 

screentime is too high

35% of 8-17s feel that 
their own screentime is 

too high



SOCIAL MEDIA AND 
GAMING



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

YouTubeis the most popular, but the appeal of many social 
media platforms varies by age

Are you FAMILIAR WITH THE APPS andGAMES your child is on? 

Å under two in ten of all 3-4-
year-olds use Instagram
and/or Snapchat

Å this rises to eight in ten 
among 16-17s

Å under a quarter of all 3-4-
year-olds use WhatsApp

Å this rises to over eight in 
ten of all 16-17-year-olds

Go to apps.lgfl.net for guidance on apps and social media sites 

https://www.lgfl.net/online-safety/resource-centre?s=32


Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Eight in ten (81%) of all children aged 8-17 use at least one social media app/site for 
following friends, people and organisations, reading, liking or sharing content

KNOW WHAT THEY DO on social media? 

Many used sites and apps like TikTokand 
Instagramto consume content

Snapchatwas the most favoured platform 
to message and communicate with friends.

Go to apps.lgfl.net for guidance on apps and social media sites 

άL ŘƻƴΩǘ ǘƘƛƴƪ L ŎƻǳƭŘ ƭƛǾŜ ǿƛǘƘƻǳǘ 
{ƴŀǇŎƘŀǘ ŀƴȅƳƻǊŜΧΦ LΩǾŜ Ǝƻǘ ŀƭƭ Ƴȅ 
friends on it, and we have like group 
chats where we all call, like, all the 

time, and we text each other and Snap 
ŜŀŎƘ ƻǘƘŜǊέ Suzy, 12 

https://www.lgfl.net/online-safety/resource-centre?s=32


WHY DOES THIS MATTER? 

ÅYoung people canget around age restrictions on apps and websites, increasing the risk 
of them coming to harm online
ÅMany children have online profiles that make them appear older than they actually are
ςexposing them to content inappropriate for their age
ÅAddictive algorithms can make it harder to take a break and maintain a healthy 

balance between time on and offline
Å!ƭƎƻǊƛǘƘƳǎ Ŏŀƴ ŀƭǎƻ ǘŀǊƎŜǘ ŎƻƴǘŜƴǘ ǎƛƳƛƭŀǊ ǘƻ ǿƘŀǘ ȅƻǳΩǾŜ ŀƭǊŜŀŘȅ ǎŜƭŜŎǘŜŘκƭƛƪŜŘκǎƘŀǊŜŘΦ 

This can prevent you from finding new ideas and perspectives, create misinformation 
and reinforce stereotypes.



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Nearly six in ten (58%) 8-17s use multiple profiles on at least one 
social media platform:

What might they NOT BE TELLING YOU? 

(23%) said it was 
because one account 

was just for 
parents/family to see

13% said one account was 
ŦƻǊ ǘƘŜ ΨǊŜŀƭ ƳŜΩ ŀƴŘ 
another contained 

edited/filtered posts or 
photos



Do you know the minimum ageto use this?
What are the risks?

What about WHATSAPP?

Unwanted contact to contact somebody on WhatsApp, all you need is their phone number, which could 
expose you to unwanted messages or calls

Inappropriate content messages are end-to-end encrypted which means that the content cannot be 
monitored. This means that your child could see or hear harmful or upsetting content 
e.g. pornography or violence.

Location sharing live location feature means that your child could reveal their current location to others

Cyberbullying children could be bullied, feel left out or deliberately excluded or removed from groups 

Oversharing ǇǊƛǾŀŎȅ ŦŜŀǘǳǊŜǎΣ ǎǳŎƘ ŀǎ ŘƛǎŀǇǇŜŀǊƛƴƎ ŀƴŘ ΨǾƛŜǿ ƻƴŎŜΩ ƳŜǎǎŀƎŜǎΣ ƳƛƎƘǘ ƳŜŀƴ ǘƘŀǘ ȅƻǳǊ 
child feels safe to reveal private or risky information or images. However, there is always 
a risk that this could be copied and shared



What can 
you do?

Visit https://www.internetmatters.org/resources/whatsapp-safety-a-how-to-guide-for-parents/#whatsapp-
safety-tips for advice for parents

https://www.internetmatters.org/resources/whatsapp-safety-a-how-to-guide-for-parents/#whatsapp-safety-tips


Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(Visit gaming.lgfl.net for advice and activities

Å Are you familiar with who they are in contactwith whilst playing games?
Å Have you asked about the chat facility? 
Å Do you know the content and agerestrictionsfor these games? 

Do you know the DIFFERENCEbetween an Ψhb[Lb9Ω CwL9b5 and a 
real one? How does this differ from your /IL[5Ω{ ±L9²?

https://www.lgfl.net/online-safety/resource-centre?s=16


ÅASK what type of games your child enjoys ïare they age-appropriate?

ÅPLAY games together - keep the tech in shared spaces rather than bedrooms

ÅTALK about who they are playing with - what information are they sharing?

ÅEXPLAINwhat is/isnôt appropriate to share, e.g. personal details to identify 

them/location

ÅAGREE how they will spend their money online

ÅDISCUSS what they would do if they were bullied online, and what steps to take

ÅDECIDE how long is appropriate to play in one session - how many sessions a day

ÅSETUP these restrictions in parental settings with your child

Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Visit gaming.lgfl.net for advice and activities to keep them safe

How canYOU GET INVOLVED? 

https://www.lgfl.net/online-safety/resource-centre?s=16


PEGI helps parents to make informed decisions when buying video games:
Å The age rating confirms that the game content is appropriate for players of certain age
Å It considers the age suitability of a game, not the level of difficulty

pegi.info

https://pegi.info/


Find ratings and reviews for parents on apps, games and social media at commonsensemedia.org

http://www.commonsensemedia.org/


AGE REQUIREMENTS



Source: 6Z[^VdW` S`V bSdW`fe-
_WV[S geW S`V Sff[fgVWe dWbadf & &(

Are YOUaware of  the MINIMUM AGE REQUIREMENT 
for social media? 

84% of parents of 3-17s were aware 
of a minimum age requirementto 
have a profile on social media apps 

BUT ONLY
32% of parents knew the 
correct age requirement 

(13 yrs)

Find ratings and reviews for parents on apps, games and social media at www.commonsensemedia.org

More than a third (36%) say 
they would allow their child 
to have a profile on sites or 

apps before they had 
reached the minimum age. 


